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Abstract  

In support of the Open Science movement and as a signatory of the Berlin Declaration, the Cape 

Peninsula University of Technology has since 2013 developed various systems, infrastructures and 

workflows to support open access and good research data management practices at the institution, 

providing a highly functional environment. Institutional policies that include a Research Data 

Management Policy and an Open Access Policy, data deposit guidelines and data deposit platforms 

are currently in place and utilized by affiliated postgraduate students and researchers from faculties, 

research units and entities as well as researchers from academic support units in alignments with FAIR 

principles. The requirement of postgraduate students to submit their research data with their theses 

for graduation purposes has increased the advocacy and publishing of datasets. The purpose of this 

paper is therefore to highlight the initial developmental trajectory of a research data repository and 

what was achieved to date. This includes the selection of the platform through the Ilifu project in the 

Western Cape, the implementation and strengthening of the repository review workflows to include 

a number of  stakeholder players to ensure the quality and integrity of the data as well as ethics 

approval checks, the development of the data management planning tool and a more recent upgrade 

to include a section for the South Africa’s Protection Of Personal Information Act (Nr 4 of 2013) 

compliancy, advocacy, training and processes that the institution has embarked on to secure the 

research data platform through proper preservation methodologies and approaches. Some challenges 

are discussed and how these were addressed. The paper also outlines the process of how the 

institution embarked on applying to have the research data repository certified as trustworthy 

through the CoreTrustSeal.    
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Introduction  

Research data repositories have been on the rise in the last few decades as various international and 

national organizations, funding agencies, publishers and research communities demand effective and 

efficient online access to digitally stored research data. Government agencies are mandating funding 

recipients to make research data publicly available in approved repositories (Hutchison et al., 2021). 

Research data repositories and archives are important components of the research infrastructure, 

providing resources and services to research communities. The growth and development of research 

data repositories is also seen as a direct response to several international and national declarations 

on open science that aim to advance discoverability and use of scientific research publications and 

data in an open and transparent manner. The provision of research data repositories is at several 

levels, including:  institutional, regional, national, international and discipline specific. Institutional 

level research data repositories are often maintained to store internally generated research data 

whose curation, preservation and dissemination is governed by clear policies and guidelines. At 

regional, national and international levels data repositories can come in different forms, including 

discipline specific to generalist types of repositories.  

Research data repositories have had the positive effect on the research processes by allowing 

researchers from different institutions and disciplines to share research workflows, experimental 

methods and data. To ensure that there is a global standard on the discoverability and usability of 

research data, key stakeholders from industry, academic, funding agencies and publishers have 

designed and endorsed a concise set of principles known as FAIR (Findable, Accessible, Interoperable, 

Reusable) Data Principles (Wilkinson et al., 2016).  

South Africa stands out in Sub-Saharan Africa with its advances and sustained funding for the 

development of research infrastructure across institutions and at national level. The level of funding 

and development is enabling the development and integration of data repositories into existing 

research infrastructures (Chiware and Becker, 2018). According to the Registry of Research Data 

Repositories (re3data)iv, South Africa has the most registered repositories than any other country in 

Sub-Saharan Africa with more than 17 institutional and discipline specific platforms. Most of the 

research data repositories are found in academic institutions which are the main knowledge 

production centres in the country. The growth of South African repositories has also been bolstered 

by the main government research funding agency, the National Research Foundation, which in 2015 

mandated that all its grant recipients must deposit their research outputs, including research data, 

into trusted institutional repositories (NRF, 2015). A significant increase in the number of data 

repositories and data deposits in the past ten years is supported largely by several universities’ 

Research Data Management (RDM) and Open Science policies.  

One of the key issues in the development of research data repositories at the global level is a roadmap 

to achieving trustworthy digital repositories (TDR) status. Johnston (2012) outlines that a trusted 

digital repository is “a set of metrics that are used to certify that a given repository is an appropriate 

custodian of a collection of digital assets”. Furthermore, Johnston (2012) emphasizes that a 

trustworthy digital repository must be a stable and sustainable platform, following a clear set of 

policies and procedures for the sound management of digital assets, housed within secure technical 

environments.  Faundeen (2017) suggests that in order to secure and gain certification for digital 
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repositories, it is important to follow the guidelines set by national and international organizations 

and establish national policies and data governance guidelines.  Bak (2016), was of the view that “the 

notion of trust within trustworthy digital repositories standards culture is itself evolving in the positive 

direction that emphasizes user perceptions of trust rather than seeking to establish objective evidence 

of trust”. Yoon (2014) also emphasized that much attention has been paid to establishment of ISO 

standards towards trustworthy digital repositories, with very little attention on the users who are 

equally important. It is important for data repositories to maximize research outcomes and facilitate 

collaboration and sharing, as well as, ensuring the quality of the data and accompanying services 

(Mehnert et al., 2019).    

Johnston (2012) clearly states that to be certified as a trustworthy digital repository, organizations 

must undergo an audit which will ensure that their repository meets all criteria of certifying body. 

Johnston outlines the need for overall information management processes, access, data security 

systems, and risk management parameters.   

In this paper we describe the technical and non-technical process around the historical development 

of eSango, the research data repository at the Cape Peninsula University of Technology (CPUT) 

powered by Figshare, and the roadmap towards striving to achieve the status of a trustworthy 

research data repository through the CoreTrustSealv process.    

Cape Peninsula University of Technology Research Data Management Services  

The Cape Peninsula University of Technology’s Research, Technology and Innovation (RTI) 10-year 

blueprint (2012) outlined the key role that the university library was to play in supporting research, 

technology and innovation at the institution, which included: “Curation, dissemination and promotion 

of the traditional outputs of research in terms of articles and theses, and curation of research data 

and innovation output, including enhanced research data management systems”. This recognition of 

the library’s role in the provision of research data management services provided the basis on which 

RDM services were developed at the institution (Chiware and Mathe, 2015).  

Since 2013, CPUT has put in place policies and developed systems and workflows to support good 

RDM practices supporting a strong open access environment at the institution. These guideline and 

infrastructure were used by students and researchers at all levels (Chiware and Mathe, 2015).  

Research data environment 

At the beginning, Research Data Management (RDM) at CPUT was placed in the library in a division 

called Knowledge, Information and Technology Services (KITS).  This division was instrumental in 

creating platforms, systems, and processes for research data management. To advance the adoption 

of RDM practices, CPUT libraries established collaboration with several institutional stakeholders to 

develop policies, build infrastructure, train library staff, and conduct awareness and advocacy 

campaigns with academic staff and researchers. Tripathi et al. (2017) highlights the importance of 

Data Management Plans (DMP) and the role of libraries in supporting researchers in storing and 

accessing their data. According to Wilkinson et al. (2016), good RDM is important for knowledge 

discovery and innovation, and for subsequent data and knowledge integration and reuse by the 

community after the data publication process. To encourage data discoverability and reuse, in 2020 

CPUT’s Higher Degrees Committee (HDC) mandated that as part of the graduation process, Master 
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and Doctorate students must share the datasets used in their research on eSango, the CPUT research 

data repository. In addition to ensuring that essential research data is kept accessible, available for 

future reference, and verification and strengthens the transparency of the research this requirement  

also increased advocacy for RDM practices at the institution. 

CPUT has taken a stance in applying the four foundational principles of good RDM that is Findability, 

Accessibility, Interoperability and Reusability, known as FAIR principles, in managing research data 

(Ntja, 2022). The driving force in promoting good RDM stewardship is due to the impact it has to high-

quality digital publications that facilitate and simplify the ongoing process of discovery, evaluation, 

and reuse in teaching, learning and research. 

Policy framework  

Understanding the importance of data for scientific advancement and human development, CPUT’s 

administration was interested in guaranteeing that data produced by researchers at the institution 

are of high quality and are openly accessible for reuse by other researchers. CPUT also recognized that 

good research data management procedures are essential for a productive and efficient research 

process. For example, it is important to follow the ethical and legal guidelines when working with 

sensitive data. Good RDM responds to the Open Science and Open Data movements, which urge for 

more transparency and efficiency in research to accelerate the scientific enterprise.  

In 2019, the South African Government published a White Paper on Science, Technology, and 

Innovation designed to strengthen the National System of Innovation (NSI) through research output 

sharing. In response to this White paper and to establish an RDM policy landscape at CPUT, in 2020, 

the university formed the Policy Working Group (PWG) comprised of faculty and staff from across the 

different disciplines. The PWG reviewed the University’s policies in place from 2013. The policies were 

revised and published as Open Access (OA) Policy (2021a) and Research Data Management (RDM) 

Policy (2021b). 

The objective of the CPUT RDM policy is to govern research data management, promote 

reproducibility and ensure compliance by all university staff and students. The policy aims to establish 

guidelines and procedures for the management, ownership, sharing, access, storage, preservation, 

and ethical handling of research data within the university community. It requires all individuals 

affiliated with the University to adhere to the defined principles and practices of responsible research 

data management. Having a policy in place is only the first step towards good RDM practices. Often 

researchers find these policies to be cumbersome and are therefore reluctant to adopt them. 

Researchers may be more likely to adopt RDM policies when they are required by external funding 

agencies or publishers. Offering training, consultation, and collaboration to university staff and 

researchers can also help with achieving full implementation of the policies. Building trust in the value 

of repositories to the researchers’ work may also help with their adherence to RDM policies. This trust 

is often built based on the value of the repositories to researchers’ work, the visibility of reused data 

and how institutions, funders and publishers respond to the compliance mandates (Curty, 2016; 

Swauger and Vision, 2015). 

Data repository  
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Ilifuvi is a regional node in the Western Cape, South Africa, known as a Tier II node, in the national 

infrastructure. It supports research mostly in the astronomy and bioinformatic fields. Ilifu is funded 

partly by the Department of Science and Technology (DST) through their Data-Intensive Research 

Initiative of South Africa (DIRISA).  The regional project involved four universities, Cape Peninsula 

University of Technology, University of Cape Town, University of the Western Cape and Stellenbosch 

University. The Research Data Management and Open Science component of the project involved the 

development of policies and guidelines for research data management, sharing, reuse, governance, 

and quality. As part of this process, participating institutions worked collaboratively to negotiate for a 

platform that would be suitable for storage of research data and that a country wide licence was 

negotiated to make it more affordable for all universities in the country, and to also enable archiving 

of all South African universities’ research data through one platform, see Figshare South Africavii.  Each 

of the four institutions listed above have its own instance and contract with Figshare as a proprietary 

software. The CPUT research data repository, called eSango, went live in early 2018.  With the launch 

of eSango, CPUT worked on strengthening and implementation the repository review workflows and 

policies.  

Data review workflow 

According to Mayernik et al. (2015) peer review is critical to the scientific communication system. He 

sees reviewing as both a community responsibility and an opportunity to polish and expand one's 

understanding of cutting-edge research. Adding research data to the publication and peer review 

queues will put additional strain on the scientific publishing system, however, it will also increase the 

trustworthiness and value of individual datasets, strengthen findings based on cited datasets, and 

improve transparency and traceability of data and publications.  The data review process at CPUT 

involves several stakeholders and is based on CoreTrustSeal (CTS) requirements.  The review process, 

see Figure 1, includes the Digital Scholarship Librarian, Metadata Librarian, Ethics Manager and in 

cases of postgraduate students, their Research Supervisor. The process is as follows: 
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Figure 1: eSango Review Process Workflow 

The standard submission form had to be adapted by Figshare so that the above workflow could be 

implemented at CPUT.  It was important to know whether the submission was for graduation 

purposes, i.e., is it postgraduate students who submits research data related to their thesis (which is 

submitted through a different process).  Therefore, the following question has been added to the 

submission: “Is this dataset for graduation purposes?” If yes, then the submitter needs to add the 

research supervisor’s e-mail address. Adding this to the submission form provided the library team 

the needed information to identify postgraduate student research data submissions and to get the 

research supervisor’s contact information so that they can be included in the review process.  The 

library team does a basic level curation, but the quality and information in the actual dataset should 

be reviewed by an expert in the field. 

 

Preservation 

A preservation strategy is another important aspect to consider in securing and building trust in a 

research data repository, and one of the CTS requirements. To meet these requirements, CPUT 

acquired a cloud-based digital preservation and data management solution. The system called 

Arkivum, a leading digital preservation solution, was selected as a fully managed Software as a Service 

(SaaS), which manages the ingest process, safeguarding of data, preservation, supports over 100 

formats, and providing discovery and access.   Arkivum is a supporter of the Digital Preservation 

Coalition (DPC) and member of the National Data Stewardship Alliance (NDSA). While Figshare is a 

research data repository, Arkivum is a digital archiving and preservation software that archives and 

preserves data, therefore guaranteeing the longevity of the research data. Figshare and Arkivum had 

to develop and adapt their products so that they work seamlessly together. 

1. Researcher uploads 
dataset(s) to eSango.

2. Digital Scholarship Librarian 
receives the email notication, 
does a first level quality check 
of the metadata and datasets.

3. In cases of postgraduate 
student research data for 

graduation purposes, assigns 
the dataset to the Research

Supervisor.

4. The Research Supervisor 
verifies that the student has 

submitted the correct 
datasets, check quality  and 

assign back to the Digital 
Scholarship Librarian.

5. Digital Scholarship Librarian 
receives the datasets and 

assign them to the Metadata 
Specialist.

6. Metadata Specialist does a 
further review on the 

metadata and assign the 
datasets to the Digital 
Scholarship Librarian.

7. Digital Scholarship Librarian 
assign the datasets to the 

Ethics Manager.

8. Ethics Manager reviews the 
datasets as per the developed 
Ethics checklist  and assign to 

the Digital Scholarship 
Librarian.

9. Researcher receives an e-
mail notifaction that the 

datasets have been published.

10. Datasets gets ingested to 
Arkivum (data preservation 

platform).
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Promotion of RDM  

To promote effective RDM practices, CPUT Libraries offered several training options. First, Faculty 

Support Teams were trained on the eSango data repository as well as on the Data Management 

Planning (DMP) tool. This was followed by a series of online presentations (during lunchtimes) and 

workshops for faculty, aimed at highlighting various RDM tools and services available to researchers. 

One of the key tools discussed was the DMP tool, which is an essential aspect of responsible research 

data management. RDM training sessions always include a discussion of eSango and the DMP tool.  

The presentations were designed to provide researchers and postgraduate students (who are required 

to submit a DMP with their research proposal) with practical guidance on how to manage research 

data effectively and efficiently. During 2023 alone close to 30 training sessions were offered to CPUT 

researchers and postgraduate students.  The workshops were well received, and the uptake and 

growth can be seen in the statistics of the DMP tool and the submission of datasets on eSango.  

Statistics obtained from the DMP tool suggests that as of the writing of this paper, 1,365 users 

registered and 1,360 DMP plans were started. Through these initiatives, the library has continued to 

play a vital role in supporting research excellence at CPUT.  

Securing a trustworthy data repository status  

General overview 

Trust requirements in research data repositories are growing and as stated by Crabtree (2020) “trust 

in research data repositories is critical as they provide the evidence for past discoveries as well as the 

input for future discoveries”.  The CoreTrustSeal (CTS) is an internationally recognized standard for 

trustworthiness in digital repositories, ensuring that data is being managed in a secure and reliable 

manner. The CTS offers a process for core level certification based on the CTS 16+ requirements that 

reflect certain characteristics of trustworthy data repositories. These CTS requirements are a good 

assessment tool and are helpful in identifying gaps that need to be addressed. L’Hours, Kleemola and 

De Leeuw (2019) outline the history and background of the CTS and the formation of the 

requirements. As the CTS was officially launched in 2017, and it can take several years to get certified, 

to date there aren’t many publications outlining this certification process in practice.   Corrado (2019) 

examines the issue of trust in digital repositories. The author indicates that it is not clear if designated 

communities are influenced by certificates, however, repositories who meet the requirements may 

have a better foundation for building trust.  The CTS requirements are reviewed every few years and 

adapted as needed. The certification process consists of several submissions and may take a few years 

to complete. Each submission of documentation to CTS is reviewed by two referees and the 

organization applying for certification has to respond.  The time from submission to receiving 

reviewers’ comments is about three months and it takes another three months to resubmit. The 

process can continue for up to five submissions.  So far, the CTS has certified over 160 repositories 

around the world, one of which is on the African continent in South Africa.  

CoreTrustSeal process  

Data sharing is becoming an essential component of scientific research and scholarly publication. This 

necessitates informed and intentional planning, from early study planning to data and metadata 

collection, interoperability, deposit in data repositories, and curation (Austin et al., 2016). Magnuson 

and Thomas (2023) discuss their CTS application and list the five valuable lessons they learned:  
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institutional history, building the CTS application, business process model, leveraging documentation 

and preservation.  

By applying for the CTS certification, CPUT demonstrated its commitment to promoting responsible 

RDM. To achieve the certification, CPUT has implemented a rigorous review process ensuring that its 

RDM policies and procedures meet the CTS requirements. By obtaining the CTS certification, CPUT will 

be positioned to better serve its researchers and enhance the visibility and impact of their research. 

The work on the CTS application was part of the larger Ilifu project undertaken during 2020. The four 

universities in the region worked on this together, holding regular meetings and supporting each other 

through the process. However, each university had their own Figshare data repository and applied 

separately for the CTS. CPUT’s goal was to get the research data repository, eSango, which is powered 

by Figshare, to meet the core requirement of CTS and achieve a secured and trustworthy data 

repository.  The 17 CTS Trustworthy Data Repositories Requirements (2020-2022) are detailed in Table 

1. 

Number Requirement Description 

R0 Repository type, brief 
description, designated 
community, level of 
curation performed, 
insource/outsource 
partners. 

Provide context of the repository 

R1 Mission/Scope The repository has an explicit mission to provide 
access to and preserve data in its domain. 

R2 Licenses The repository maintains all applicable licenses 
covering data access and use and monitors 
compliance. 

R3 Continuity of access The repository has a continuity plan to ensure 
ongoing access to and preservation of its holdings. 

R4 Confidentiality/Ethics The repository ensures, to the extent possible, that 
data are created, curated, accessed, and used in 
compliance with disciplinary and ethical norms. 

R5 Organizational 
infrastructure 

The repository has adequate funding and enough 
qualified staff managed through a clear system of 
governance to effectively carry out the mission. 

R6 Expert guidance The repository adopts mechanism(s) to secure 
ongoing expert guidance and feedback (either in-
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house, or external, including scientific guidance, if 
relevant). 

R7 Data integrity and 
authenticity 

The repository guarantees the integrity and 
authenticity of the data. 

R8 Appraisal The repository accepts data and metadata based on 
defined criteria to ensure relevance and 
understandability for data users. 

R9 Documented storage 
procedures 

The repository applies documented processes and 
procedures in managing archival storage of the data. 

R10 Preservation plan The repository assumes responsibility for long-term 
preservation and manages this function in a planned 
and documented way. 

R11 Data quality The repository has appropriate expertise to address 
technical data and metadata quality and ensures that 
sufficient information is available for end users to 
make quality-related evaluations. 

R12 Workflows Archiving takes place according to defined workflows 
from ingest to dissemination. 

R13 Data discovery and 
identification 

The repository enables users to discover the data 
and refer to them in a persistent way through proper 
citation. 

R14 Data reuse The repository enables reuse of the data over time, 
ensuring that appropriate metadata are available to 
support the understanding and use of the data. 

R15 Technical infrastructure The repository functions on well-supported operating 
systems and other core infrastructural software and 
is using hardware and software technologies 
appropriate to the services it provides to its 
Designated Community. 

R16 Security The technical infrastructure of the repository 
provides for protection of the facility and its data, 
products, services, and users. 

 
Table 1: CoreTrustSeal Trustworthy Data Repositories Requirements 2020-2022 

Going through the submission and revision process streamlined and strengthened the internal 

workflows and led to better understanding of what it may take to build a trustworthy repository for 

CPUT. Most of the requirements for CTS focussed on the CPUT’s internal environment regarding 
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policy, expertise, workflows, and preservation strategies that was in place. However, there were 

instances that documentation from Figshare was required. CPUT’s application process is currently still 

in progress.  

The scoring was done between 0 to 4 and described as seen in Table 2. 

Score Description 

0 Not applicable 

1 Not considered this yet 

2 The repository has a theoretical concept 

3 The repository is in the implementation phase 

4 The guideline has been fully implemented in the repository 
 
Table 2: CoreTrustSeal Scoring categories 

Challenges 

As much as libraries can implement new services, platforms and tools, the key challenge is often the 

advocacy and uptake of the services by the researchers and the university community at large. One of 

the important drivers in university environments is the policy landscape.  Policies are key, but also 

take longer to develop, and review periods are often every three years and done consultatively as per 

the Policy on Policy Development. Once a policy is in place, advocacy is a key driver and this involves 

several different strategies which could include, being on the agenda of key university committee 

structures, regular communication via university communication channels, developing training by the 

library, sometimes as part other key departments training, e.g., the Directorate Research 

Development and Centre for Postgraduate Studies. 

Since it was a new aspect to deal with the CTS process, it has been challenging. It was difficult to 

incorporate some of the discipline-specific repositories’ requirements into CPUT’s eSango research 

data repository since it is a generalist repository. However, working through the submission and 

revision process, helped the team improve and update the university’s research data repository as 

well as the data deposit and preservation processes.   While it was a steep learning curve, much was 

learned about good RDM practices.   

A review process is essential to ensure the quality of research data. Since library staff may not have 

subject expertise, libraries are not able to provide more than a basic level curation of the datasets 

deposited. This highlights the importance of including discipline-specific specialists as part of the 

review process and this may be challenging to do.  To overcome this challenge, CPUT decided to 

include the postgraduate students’ research supervisors as part of the data review process. There are 

still hurdles in bringing students’ research data and procedures into the review process and the library 
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has put in place webinars that equip students with the necessary skills on how to manage their 

research data throughout the research lifecycle. 

Lessons learned 

Embarking on this process may look daunting. However, establishing a small working group that 

includes two or three people, makes achieving this goal doable with limited additional workload for 

each person in the team. A systematic approach worked well for our team. We scheduled one-hour 

sessions over several days to go through each requirement and to write how we plan to meet each 

requirement.  This approach was followed when addressing the reviewers’ comments and making the 

necessary changes and/or notes to update workflows and guidelines. Additionally, it was helpful to 

look at other CTS approved repository documentation, to get a sense of what is required. If the 

repository uses proprietary software, it is helpful to ask them for support and to provide 

documentation and policies for aspect they are responsible for.  

Future trends 

Future trends could include more adoption by university libraries and research entities of certified 

research data repositories as a standard and thus ensuring improved research data management 

practices. This will lead to higher quality research data as per the FAIR principles. This will also lead to 

the requirement of increased preservation demands within university libraries; therefore, 

development of additional skills and preservation experts may be needed. An increase in the 

requirements of research dataset submissions from publishers and funders are expected, especially 

as governments put in place structures, white papers and statements regarding research funding from 

public funds.  

Conclusion 

RDM practices have evolved over the last decade and more publishers and funders require datasets 

as part of the publishing process and many governments have put in place strategies to ensure a good 

science, technology, and innovation landscape. To ensure best practices for RDM services and tools, 

it will be of excellent value to start with a self-assessment to measure a research data repository 

against the CTS requirements. This will assist with identifying gaps within the RDM environment at the 

university or research entity and lead to enhancements and standardization. A further step would be 

to submit the application to certify the research data repository for CTS approval.   
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